Cari Colleghi,

i provider di vari servizi richiamano l’attenzione sul rischio che attraverso il servizio di p.e.c. vengano veicolati, per il tramite di falsi indirizzi di posta certificata, apparentemente riferibili anche a soggetti istituzionali, virus di tipologia cryptolocker, in grado di paralizzare irrimediabilmente l’accesso a tutti i documenti del sistema.

Si raccomanda di prestare estrema attenzione alla provenienza di messaggi che recano in allegato file ***.pdf zippati***, potenzialmente in grado di installare nel sistema (e diffondersi poi anche all’eventuale intera rete cui appartiene il dispositivo sul quale è scaricato il file infetto) il virus.

Si raccomanda quindi di effettuare periodici backup dell’intero sistema su dispositivi isolati da eventuale rete di lavoro.

Nel caso in cui si dovesse temere di avere installato il virus, si raccomanda di spegnere immediatamente il sistema, scollegare ogni cavo (di rete ed elettrico) e rivolgersi immediatamente al proprio tecnico di fiducia.